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I. Introduction 
Wireless medical sensor networks have emerged as a 
promising technique which will revolutionize the way of 
seeking healthcare at home, hospital, or large medical 
facilities. Instead of being measured face-to-face, with 
MSNs, patient’s health related parameters can be 
monitored remotely, continuously, and in real time, and then 
processed and transferred to medical databases. There are 
many other applications too e.g. body position 
measurement and location of the person, overall monitoring 
of ill patients in hospitals and at homes. Body-area 
networks can collect information about an individual's 
health, fitness, and energy expenditure. 
 

II. Related Work 
 

Wearable biosensors 
Wearable biosensor systems for health monitoring are an 
emerging trend and are expected to enable proactive 
personal health management and better treatment of 
various medical conditions. These systems, comprising 
various types of small physiological sensors, transmission 
modules and processing capabilities, promise to change the 
future of health care, by providing low-cost wearable 
unobtrusive solutions for continuous all-day and any-place 
health, mental and activity status monitoring. 
 

Implantable sensors 
Implantable sensor systems offer great potential for 
enhanced medical care and improved quality of life, 
consequently leading to vast investment in this exciting 
field. Implantable sensor systems for medical applications 
provides a wide-ranging overview of the core technologies, 
key challenges. 
 

Symmetric-key encryption and decryption 
 

III. Equations 
 

Symmetric-key algorithms are a class of algorithms for 

cryptography that use the same cryptographic keys for both 
encryption of plain text and decryption of cipher text. n=p*q; 
p-1; q-1;e.d mod pi. In wireless medical sensor networks 

the patient’s health information are collected by sensor. It is 
essential to strictly limit the access of these data to 
authorized users only in order to ensure the security of 
these data and preserve the patient’s privacy. 
 

IV. Figures 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 
 
 
 
 
 
 
 

V. Bug Indication in sensor networking 

Strapless heart rate monitors now allow the user to use 
sensors on their body for a few seconds to view their heart 
rate. These are popular for their comfort and ease of use 
though they don't give as much detail as monitors which 
use a chest strap which determine the heart rate. It includes 
a microprocessor which is continuously monitoring and 
calculating the heart rate, and other parameters. This 
sensor allows you to measure body temperature. It is of 
great medical importance to measure body temperature. 
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The reason is that a number of diseases are accompanied 
by characteristic changes in body temperature. Likewise, 
the course of certain diseases can be monitored by 
measuring body temperature. Hence it is a non-invasive 
sensor designed to measure human blood pressure. It 
measures systolic, diastolic and mean arterial pressure 
utilizing the oscillometric technique. Pressure range: 0 mm 
Hg to 250 mm Hg. Response time: 100 microseconds. With 
Continuous Glucose Monitoring you get a more complete 
picture of your glucose levels, which can lead to better 
treatment decisions and better glucose control. Without 
diabetes, your body tracks glucose levels all day and night 
to ensure the right amount of insulin is released at the right 
time. To successfully manage diabetes, a monitoring 
system is needed to consistently check your glucose levels. 
 

VI. Conclusion  
Here we proposed a secure and lightweight system for 
wireless medical sensor network. In the proposed system 
we used a hash-chain based key mechanism .Because of 
this security technique the data transmission from sensor to 
medical server done in a secure manner. The user here it is 
a doctor wants to access the patient’s health parameters 
i.e. body temperature, blood pressure, blood glucose level, 
heart beat rate which are periodically collected. In each and 
every transmission the hash key gets updated. The original 
key is known only to sender and receiver. The other 
security technique we used here is proxy protected 
signature technique. In this technique the user who wants 
to access the patient’s medical data must contain a valid 
proxy key. The proxy key is generated during registration 
itself. Using that proxy key he/she can able to 
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